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New IFTDTL Portal
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Getting Started

After clicking on the “Getting Started”
link, a drop down will appear. Click on
“New User Guide” to find the “DD2875
hyperlink.
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New User Guide

Download blank DD 2875 (IFTDTL  
SAAR Form) by clicking this link.
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PART I: User Information

Type of Request:

New users will select “Initial”.
Current users will select “Modification”  
to update their accounts or  
“Deactivation” to have account deleted.

“User ID” field is not used.

All Dates will use the “4 digit YEAR, 2  
digit MONTH, 2 digit DAY” format.
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PART I: Information

PART I:  Enter the
information in each  
block.

Block 2, command name.

Block 6, the position you  
are requesting access for,  
pay grade and rank. For  
non military enter their  
paygrade, and the rank  
will be “CIV”.

Mark the appropriate  
boxes for blocks 8 and 9.
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PART I: Cyber Awareness and Signature

IA TRAINING AND AWARENENSS
CERTIFICATION REQUIREMENTS:
Block 10 must be checked and  
dated.
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USER SIGNATURE:
Block 11: DO NOT digitally sign yet!

Complete information in blocks 26  
and 27, then return to block 11 to  
digitally sign to lock user  
information.



PART II: Endorsements

An example for “Justification for  
Access” is for user job description,  
example:
“Required for duties as command UPC  
for RRU 12345. PRD (Military)/CAC  
Expiration (Civilians): MM/DD/YYYY.”  
and user DODID.

Block 14, “Authorized” should be  
checked for those having “Non-
Privileged Roles”. Check “Privileged”  
for those that have “Privileged Roles”.

All users have unclassified access;
block 15 is not editable.

Block 16 must be checked certifying  
the need for the access being  
requested.

Block 16a is for contractors.
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PART II: Supervisor Endorsements

Command Master Chief  
or the Senior Enlisted  
Advisor will serve as the  
supervisor. Fill in all  
supervisor blocks 17  
through 20b.

Digitally sign in block 18  
last because once that  
happens all blocks will  
be locked.
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PART II: Commanding Officer Endorsements

DO NOT PUT ANYTHING  
IN BLOCKS 21 THROUGH  
21b.

Information Assurance  
Officer (IAO) or Appointee  
is for the Commanding  
Officer/ Officer in Charge or  
By Direction signature.

Fill in blocks 23 through 25  
then digitally sign in block  
22 last.

Digitally signing in block 22
locks blocks 22 through 25.
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Block 27: Non-Privileged Roles

Non-Privileged Roles:

WebDTP Application: Import rosters, perform  
selections, produce testing products, and reports.  
Results:   Access Urinalysis Testing Results.
MRO:   Positive results with MRO confirmation.

WebDTP Container: A container is equivalent to a  
database in the DTP Desktop application. It is a  
workspace where users can access rosters and  
produce drug testing paperwork.

Results Reporting Unit (RRU):  An RRU is the
equivalent to UIC.
Affiliated Reporting Group (ARG): An ARG is a  
collection of RRUs; it is equivalent to a MAJCOM in  
the legacy portal.
Service Component: Identifies ALL Navy users.

Organization: Is where the list UICs will be places  
per role.
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Block 27: MRO Role

MRO is for the Medical Review  
Officer Staff only.

DO NOT CHECK ANYTHING IN  
THIS SECTION.
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Block 27: Privileged Roles

Privileged Roles are for Service  
Component Accounts only.

DO NOT CHECK ANYTHING IN  
THIS SECTION.

UNCLASSIFIED 13



UPC Roles

UPCs who need to run test should check
the following:

IFTDTL Roles: WebDTP Application  

iFTDTL Levels of Access: Container

Organization: All 5 digit RRUs you have  
oversight of.

UPCs who need to view results should check the
following:

IFTDTL Roles: Results

iFTDTL Levels of Access: Results Reporting Unit

Organization: All 5 digit RRUs you have  
oversight of.
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DAPA Roles

DAPAs should check the following:

IFTDTL Roles: Results

iFTDTL Levels of Access: Results Reporting Unit  

Organization: All 5 digit RRUs you have oversight of.
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ADCO Roles

ADCOs should check the following:

IFTDTL Roles: Results

iFTDTL Levels of Access: Affiliated Reporting Group  

Organization: The primary 5 digit RRU for your ARG.
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PART III: SECURITY MANAGER

To be addressed by the account requestors Security Manager  
or representative.

Type of background investigation: the user’s last type of  
background investigation (i.e., NAC, NACI, or SSBI), Clearance  
Level if Secret or Top Secret, or None. IT Level Designation (I,  
II, III), and the Security Manager or representative  
information and electronic signature. An digital signature in  
block 31 will lock all PART III fields.



How to Register
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NEW USER REGISTRATION

Click the “I AGREE” box.

Click the “Register as a new user” link.
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NEW USER DD 2875
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 To upload your completed DD 2875:

• Save your completed SAAR to your desktop.

• Log on to the IFTDTL PORTAL.

• Click on the “Register as a new user” link.

• Fill out the information in the in the blocks provided.

• Click the “Choose File” button.

• Find your SAAR on your Desktop to upload and submit it.

• It will then be added to a que for administrators to process.

• Once processed by an administrator, you will receive an email  
from the system that your account has updated.



EXISTING USER DD 2875
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 Your completed DD 2875:

• Save your completed SAAR to your desktop.

• Get a copy of your latest Cyber Awareness Certificate.

• Email your completed SAAR and Cyber Awareness Certificate  
to MILL_DTAMIN@NAVY.MIL

• Once processed by an administrator, you will receive an email  
from the system that your account has updated.

mailto:MILL_DTAMIN@NAVY.MIL


WHEN YOU CAN’T LOG IN?
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• Failure to log in every 30 days.

• Failure to maintain a SAAR with valid Cyber Awareness dates will  
cause your account to be disabled and unavailable for use.

• If your account reaches its expiration date it will automatically  
be deleted from the system.

• If you are not logging in from a .mil email address the system will  
deny you access.



IFTDTL CONTACT INFORMATION

Call or email us with any questions or for assistance with IFTDTL accounts:

901-874-2458 (DSN) 882  

Email: MILL_DTADMIN@NAVY.MIL
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